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1 Purpose

The purpose of these templates is to recommend the structure and scoring of each of the Stage Gate Review. The evaluation forms and scoring analysis are included.
2 SCORING steps and ANALYSIS

Scoring of each of the ten Phases is based on four components:

· Deliverables

· Exit Criteria Compliance

· Known Issues/Risk

· Questions

2.1 Deliverables Scoring

Deliverables for each Phase of the EPLC are outlined in the EPLC Framework Overview Document.  Projects must complete each of the required deliverables unless otherwise agreed to and tailored in the Project Process Agreement. 
Prior to the initiation of the Stage Gate Review, reviewers should read the content of each deliverable in the Phase and score each between 1-3 on the following criteria:

· Completeness 

· 1=incomplete deliverable or deliverable does not exist
· 2=deliverable needs to be more detailed

· 3= deliverable is complete 

· Accuracy 

· 1=deliverable information is not accurate or is inconsistent

· 2=deliverable needs to be more detailed

· 3=deliverable is accurate

· Adequacy 
· 1= deliverable does not follow HHS best practices
· 2=deliverable needs to be more detailed

· 3=deliverable is adequate and meets the defined purpose for which it was designed and follows OPDIV or HHS best practices

It is suggested that if this process is adopted by the OPDIV, projects receiving a total score of 3 on an individual deliverable (a rating of 1 for each criteria evaluated) may be recommended for discontinuation. Projects receiving total scores on individual deliverables of 4 - 8 can be approved with the condition of improvement of the deliverable(s).  If each of the deliverables in a phase receives criteria scores of 9 the project can be recommended for approval.  Please note that Stage Gate approval(s) can be impacted by Exit Criteria, Reviewer Questions and Known Project Risks and Issues.
Project A:
	Deliverable
	Completeness
	Accuracy
	Adequacy
	Total Rating

	Business Case
	2
	2
	1
	5

	Final Project Charter
	3
	3
	3
	9

	Preliminary Project Management Plan
	2
	3
	3
	9


In the example above, Project A has a score of 5 for the Business Case and 9 for the Project Charter and Project Management Plan.  The project will be recommended for Stage Gate approval with conditions.
Project B:

	Deliverable
	Completeness
	Accuracy
	Adequacy
	Total Rating

	Business Case
	1
	1
	1
	3

	Final Project Charter
	1
	1
	1
	3

	Preliminary Project Management Plan
	1
	1
	1
	3


In the example above, Project B has a score of 3 for each deliverable.  This project will be recommended for discontinuation.

Project C:

	Deliverable
	Completeness
	Accuracy
	Adequacy
	Total Rating

	Business Case
	3
	3
	3
	9

	Final Project Charter
	3
	3
	3
	9

	Preliminary Project Management Plan
	3
	3
	3
	9


In the example above, Project C has a score of 9 for each deliverable.  This project will be recommended for Stage Gate approval.

2.2 Exit Criteria Scoring

Exit Criteria have been defined in the EPLC Framework Overview Document.  These Exit Criteria must be met in full for the project to continue to the next Phase.  The score for each of the Exit Criteria is either Pass (P) or Not Pass (NP).  If any of the required Exit Criteria is scored with a NP, then the recommendation must be either: 

· Approve with Conditions – This will allow the project to correct the deficiency
· Discontinue Project – This requires the reviewer to explain why this recommendation being is made.

2.3 Questions Scoring

Suggested Questions are included in the Stage Gate Review Forms for each Phase.  These are only suggestions and may be modified or omitted.  In particular, Critical Partners (the Stage Gate Review Team) may have more specific and specialized questions on project deliverables.  These suggested questions are intended to form a basis for fact finding, discussion and dialogue with project key personnel.  The score for these questions is subjective either Pass (P) or Not Pass (NP) depending on the satisfaction of the reviewer. 
2.4 Known Issues/Risk Scoring

In the course of reviewing the project deliverables and in asking questions of key project personnel, there will be known risks identified.  By identifying key risks at every stage, it is more likely that the risk planning will include strategies to accept, transfer, avoid, or mitigate specific risks, thus reducing the overall risk to the project.  

Risks are described and identified by Areas of Risk:

· Schedule

· Initial Costs

· Life-cycle Costs

· Technical Obsolescence

· Feasibility

· Reliability of Systems

· Dependencies/Interoperability

· Surety Considerations

· Future Procurements

· Project Management

· Overall Project Failure

· Organizational/Change Management

· Business

· Data/Information

· Technology

· Strategic

· Security

· Privacy

· Project Resources

The project can use the risks identified in the Stage Gate Review to supplement their risk planning and vice-versa.

Risk impact is scored as high, medium, or low.  If the identified risk will have a large impact on the project largely increasing the cost of the project, then the impact is high. Probability of Occurrence is also scored as high, medium, or low.  If the risk will happen, then the probability is high.  

If the project scores high impact/high probability on more than one risk, the OPDIV may want to consider not recommending project approval without risk planning. 
2.5 Summary Scoring Analysis

If the OPDIV adopts this scoring process it is suggested that if a project scores 3 on all deliverables and scores NP in all other categories, it will be recommended to the IT Governance Board that the project is discontinued. If a project scores a 9 on all deliverables and score P in all other categories, it will be recommended for approval to the IT Governance Board at this Stage Gate and will pass on to the next Phase of the project.  All other combinations of score will be Approved with Conditions. Approval with conditions requires the IT governance organization to establish a process for maintaining oversight of the project to ensure conditions are met. The IT governance organization may require issue resolution by the PM before approving continuation, and is responsible for discontinuing any project which fails to resolve serious issues. 
3 STAGE GATE review FORMS
The following are suggested forms for Stage Gate Review.  They can be modified to suit OPDIV requirements.
3.1 Stage Gate Review - Initiation Phase

Project: <Project Name>
Reviewing Body: < Review Body>
Date of Review: <Date of Review>
Name of Reviewer: 
Role in Review: 

Initiation Phase Stage Gate Review

The Initiation Stage Gate Review considers whether the Business Needs Statement justifies proceeding to the Concept Phase for development of a full Business Case and preliminary Project Management Plan.  
Responsibilities

Business Owner Responsibilities in Initiation Phase Stage Gate Review

The Business Owner is the principal authority on matters regarding the expression of business needs, the interpretation of functional requirements language, and the mediation of issues regarding the priority, scope and domain of business requirements.  The Business Owner must understand what constitutes a requirement and must take ownership of the requirements and input and output.  The Business Owner champions the proposed investment to the IT governance body to gain approval.
Critical Partner Responsibilities in Initiation Phase Stage Gate Review

Enterprise Architecture:  Validate alignment of the Business Needs statement with the Enterprise Architecture.  Determine if the preliminary enterprise architecture review reveals any duplication or interferes, contradicts, or can leverage another existing or proposed investment, if the project addresses compliance with PMA and HHS goals, and if there is any impact on the Enterprise Architecture or the infrastructure.

Security: Determine if the Business Needs Statement contains any potential security concerns.

Budget: Determine if the Business Needs Statement ensures that adequate financial resources are available. 
CPIC: Verify that the initial scope of the project will adequately address requirements specified in the Business Needs Statement.

Performance: Ensure that Risk Tolerance levels are established.  This function is performed by the Business Owner.
Stage Deliverables 

Please rate the deliverables for this Stage from 1 (Poor) to 3 (Excellent)
	Deliverable Name
	Completeness (1-3)
	Accuracy     (1-3)
	Adequacy

(1-3)
	Comments

	Business Needs Statement
	
	
	
	


Mandatory Exit Criteria

The objective is to determine if this investment proposal is worth pursuing. [Is there a good chance that the investment will be approved and funded? Does this investment proposal warrant investing in the development of a business case and preliminary project management plan?]  
	Exit Criteria
	Pass (P)/      Not Pass (NP)
	Comment

	A Business Owner has been identified and confirmed.  [Someone who will champion the investment, defines the business needs and investment requirements, and secures funding).
	
	

	Approval of this investment is highly probable. The decision is based on the following factors: acceptable risk/return; high-priority business need/mandate; and no more preferable alternative (use/modify existing application, not addressable through business process reengineering or other non-IT solution).


	
	

	Investment description is sufficient to permit development of an acceptable business case and preliminary project management plan.
	
	


Suggested Questions

The Business Owner and Critical Partners will fill in their Role next to relevant questions and comment on observations.

	Role
	Question
	Comment

	
	Has the Business Owner defined the business need?
	

	
	Is the Business Owner aware of his/her role throughout the lifecycle of the project? 
	

	
	Have the stakeholders been identified and informed of the Business Needs Statement for the potential project?
	

	
	Has the goal and scope of the project been described?
	

	
	Has the business risk of executing or not executing the project been described?
	

	
	What is the risk tolerance level of the stakeholders?
	

	
	Has Enterprise Architecture conducted a preliminary review of the business need?
	

	
	Is the Business Needs Statement sound and consistent with the Enterprise Architecture?
	

	
	Does this Business Needs Statement address a PMA goal?
	

	
	Does the Business Needs Statement support the OPDIV strategic goals and objectives?
	

	
	Is there a Rough Order of Magnitude on cost and schedule in the Business Needs Statement?
	

	
	Does the proposed business need satisfy a capability gap?
	


Known Issues/Risks

	Risk Description
	Area of Risk
 (Communication, Cost, Quality , Schedule, Scope)
	Impact 
(High, Medium, or Low)
	Probability of Occurrence (High, Medium, or Low)

	
	
	
	

	
	
	
	


Summary Scoring

	Deliverables

(Total Score between 3-6)
	Exit Criteria

(P or NP)
	Questions

(Subjective P or NP))
	Risk

(Number of High Impact/High Probability)

(2 or more = NP)

	
	
	
	


Recommendations

	Approval Level (check one)
	Explanations, Caveats or Conditions

	Approve
	
	

	Approve with Conditions
	
	

	Discontinue Project
	
	


Governance Forward:

Forwarded to: <IT Governance Organization>
	Signature:
	
	Date:
	

	Print Name:
	
	
	

	Title:
	
	
	


3.2 Stage Gate Review - Concept Phase

Project: <Project Name>
Name of IT Governance Body: <Review Body>
Date of Review: <Date of Review>
Name of Reviewer:

Role in Review: 

Concept Phase Stage Gate Review

The Project Selection Review (PSR) is a formal inspection of a proposed IT project by the IT governance organization to determine if it is a sound, viable, and worthy of funding, support and inclusion in the organization’s IT Investment Portfolio.  This Stage Gate Review is one of the four that cannot be delegated by the IT governance organization. 

The outcomes of the Concept Phase are selection to the HHS IT Investment Portfolio; approval of initial project cost, schedule and performance baselines; and issuance of a Project Charter.

Responsibilities
Business Owner Responsibilities in the Concept Phase Gate Review
The Business Owner is responsible for ensuring that adequate financial and business process resources are made available to support the investment once approved.   Responsibility may include the designation of the Project Manager.

IT Governance Organization Responsibilities in the Concept Phase Gate Review
The IT governance organization conducts the Project Selection Review.
Project Manager Responsibilities in the Concept Phase Gate Review  

The Project Manager develops the Business Case and preliminary Project Management Plan.  

Critical Partners Responsibilities in the Concept Phase Gate Review 

Critical Partners review and comment on the Business Case and participate in the Project Selection Review. 

Enterprise Architecture: Establish that the outcomes or results of executing the project are included in the Target Enterprise Architecture and that they are aligned to the HHS IT Strategic Plan.  Ascertain that the Alternatives Analysis considers the use of existing systems and/or GOTS/COTS products. Verify that the business processes are modeled in sufficient detail.
Security: Conclude that all applicable security and privacy standards have been considered in sufficient detail as part of the Business Case. Verify that a high level security analysis and a preliminary risk assessment are complete and justify proceeding to the Planning Phase. Verify that the investment has been appropriately categorized according to FIPS-199 and that an initial accreditation boundary has been established.
Acquisition: Ascertain if a preliminary Acquisition Plan that is appropriate to the level of the requirements definition is part of the Business Case, and includes performance-based acquisitions. Verify that the overall acquisition plan includes consideration of internal versus external acquisition, re-use, the use of commercial off-the-shelf technologies, and, if Requests for Information are necessary, how contracting work will be divided, and expected contract types. 
Budget: Establish that the Business Case includes a financing and budgeting plan and that there is sufficient requirements detail to support the detailed cost and schedule estimates needed during the Planning and Requirements Analysis Phases. 

HR: Determine the probability and/or impact of any anticipated workforce disruptions has been reviewed and make certain the need for staffing classifications such as new PDs, grade levels, etc., and potential workforce planning such as employee training or A-76 activities have been evaluated.  
Section 508: Make sure that plans are in place to incorporate Section 508 requirements in the contract(s).

CPIC: Review the Initial Project Plan and Sub-plan/s to ensure that they are adequately developed. Conclude that the required authority and project structural foundation is in place.
Performance: Ensure that the approval of the performance baselines is completed. Determine that appropriate potential performance goals are established as part of the Business Case. Conclude that the required authority and project structural foundation is in place. 
Stage Deliverables 

Please rate the deliverables for this Stage from 1 (Poor) to 3 (Excellent)

	Deliverable Name
	Completeness (1-3)
	Accuracy     (1-3)
	Adequacy 

(1-3)
	Comments

	Business Case w/ components (Final)
	
	
	
	

	Project Charter (Final)
	
	
	
	

	Project Management Plan w/components (Preliminary)
	
	
	
	


Mandatory Exit Criteria:

The objective is to determine if the project has been clearly defined and has the supporting organizational structure to proceed with full planning.

	Exit Criteria
	Pass (P)/      Not Pass (NP) 
	Comment

	The scope of the project has been adequately described in the Business Case and that the high level requirements meet the business need. 
	
	

	The project organizational structure is scaled to support the project and the project manager and the project team are qualified [Organizational Mappings support project communication needs.] 
	
	

	The Preliminary Project Management Plan adequately defines how the project will be executed, monitored and controlled and includes high level estimates of the baselines. 
	
	

	The high level analysis demonstrates that the outcomes will be aligned with the Target Enterprise Architecture. 
	
	

	All applicable security and privacy standards have been considered in sufficient detail as part of the Business Case. FIPS-199 categorization and an initial assessment of system accreditation boundary are established. 
	
	


Suggested Questions
Reviewers will fill in their Role next to relevant questions and comment on observations 
	Role
	Question
	Comment

	
	What are the key objectives of the project?
	

	
	How is success measured?
	

	
	Does the business case identify high level requirements?
	

	
	Does the business case rest on a detailed gap analysis which validates the opportunity to improve business accomplishments or correct a deficiency related to a business need?
	

	
	Is the business case missing any key acquisition-related items (e.g., costs for hardware, software, and service acquisitions)?
	

	
	Does the Business Case details the business need and expected performance outcomes?
	

	
	Has an Alternatives Analysis been done to support the Business Case that incorporates recommendations by the IPT of a specific solution?
	

	
	Do the alternatives analyzed consider the use of existing systems, GOTS, COTS?
	

	
	Have business processes been modeled to a sufficient level given the phase of the project/investment?
	

	
	Have assumptions and constraints been identified with respect to each considered alternative?
	

	
	Does the Project Charter give adequate authority to the Project Manager to execute the project?
	

	
	Are there defined roles, responsibilities and approval levels in the project organization? (may be in the form of a RACI chart)
	

	
	Does this project require special planning considerations (constraints), or subsidiary planning documents? 
	

	
	Has the approach to Risk Management been tailored to suit the scale of the project?
	

	
	Have risks been identified for each high-level of the WBS?
	

	
	Have the risks been evaluated and assessed?
	

	
	Has the Basis of Estimate been risk adjusted?
	

	
	Have triggers for risks been identified?
	

	
	Does the preliminary acquisition plan include performance based acquisitions?
	

	
	Will there be a Change Control Board? Who will it include?
	

	
	Has an internal (government) configuration management process been developed?
	

	
	Have high level requirements been developed?
	

	
	Has the role of Line of Business Sponsor been considered in the Communications Plan?
	

	
	Has a system or process been developed or identified to manage the project and technical documentation of the project (Configuration Artifacts)?
	

	
	Does the initial WBS and Schedule have at least three levels and do all activities have dependencies?
	

	
	Are high level WBS nouns and activities verbs?
	

	
	Has an initial basis of estimate been prepared for each alternative under consideration?
	

	
	Have potential performance goals been identified as a part of the business case?
	

	
	Has a records disposition schedule been considered?
	

	
	Are there any anticipated potential workforce disruptions, Labor Relations or Employee Relations issues associated with the project/investment?
	

	
	Are there any staffing classification issues such as new position descriptions, grades, etc that are associated with this project/investment?
	

	
	Is the project/investment team collaborating with other OPDIVs or agencies, if needed?
	

	
	Are there any potential workforce planning issues such as employee development and training, staffing levels, filling skill gaps with contractors, and/or A-76 activities associated with this project/investment?
	

	
	Is any aspect of this project/investment supporting an essential COOP business process?
	

	
	Have the applicable security and privacy standards been considered as a part of the business case? 
	

	
	Is the basis of estimate realistic and thoughtfully prepared?
	

	
	Does this project/investment contain a financial analysis that meets OMB requirements?
	

	
	Is this project/investment a financial or mixed financial system that will exchange data with UFMS, which encompasses NBRSS and HIGLAS?
	

	
	Is this project/investment described in the HHS IT transition plan?
	

	
	Is there any potential redundancy with any E-Gov or HHS initiative?
	

	
	Has this project/investment been reviewed and approved by the OPDIV Chief Enterprise Architect (CEA)?
	

	
	When did the OPDIV CEA make the compliance determination?
	

	
	Are Segment and BRM mappings/alignment consistent between HEAR and PMT?
	

	
	Does this project/investment honor the HHS EA principles?
	

	
	Does this project/investment leverage an FTF initiative?
	

	
	Is the proposed project/investment included in the target enterprise architecture and the EA transition strategy?
	

	
	Have a preliminary Acquisition Plan been developed that is appropriate to the level of requirements defined in the Business Case?
	

	
	Are there adequate plans in place to incorporate Section 508 requirements in the contract(s)?
	


Known Issues/Risks

	Risk Description
	Area of Risk 
(Communication, Cost, Quality, Schedule, Scope)
	Impact
(High, Medium, or Low)
	Probability of Occurrence (High, Medium, or Low)

	
	
	
	

	
	
	
	


Summary Scoring

	Deliverables

(Total Score between 3-6)
	Exit Criteria

(P or NP)
	Questions

(Subjective P or NP))
	Risk

(Number of High Impact/High Probability)

(2 or more = NP)

	
	
	
	


Recommendations
	Approval Level (check one)
	Explanations, Caveats or Conditions

	Approve
	
	

	Approve with Conditions
	
	

	Discontinue Project
	
	


Governance Forward:

Forwarded to: <IT Governance Organization>
	Signature:
	
	Date:
	

	Print Name:
	
	
	

	Title:
	
	
	


3.3 Stage Gate Review - Planning Phase

Project: <Project Name>
Name of IT Governance Body: <Review Body>
Date of Review: <Date of Review>
Name of Reviewer:

Role in Review: 

Project Baseline Review 

The Project Baseline Review (PBR) is a formal inspection of the entire project and performance measurement baseline initially developed for the IT project. This review is one of the four Stage Gate Reviews that cannot be delegated by the IT governance organization. The PBR is conducted to obtain management approval that the scope, cost and schedule that have been established for the project are adequately documented and that the project management strategy is appropriate for moving the project forward in the life cycle. Upon successful completion of this review, the Project Management Plan is officially baselined.
The PBR includes review of the budget, risk, and user requirements for the investment.  Emphasis should be on the total cost of ownership and not just development or acquisition costs.  Support and training issues may become very important from this perspective.

Responsibilities

Business Owner Responsibilities in Planning Phase Gate Review  

The Business Owner is responsible for authorizing and ensuring that the funding and resources are in place to support the project. 

IT Governance Organization Responsibilities in Planning Phase Gate Review 

During the Project Baseline Review, the IT governance organization examines whether scope, cost and schedule that have been established for the project are adequately documented and that the project management strategy is appropriate for moving the project forward in the life cycle.  

Project Manager Responsibilities in Planning Phase Gate Review 

The Project Manager is responsible and accountable for the successful execution of the Planning Phase.  The Project Manager is responsible for leading the Integrated Project Team that accomplishes the Phase activities and deliverables.

Integrated Project Team Responsibilities in Planning Phase Gate Review  

The Integrated Project Team members (regardless of the organization of permanent assignment) are responsible for accomplishing assigned tasks as directed by the Project Manager.

Critical Partners Responsibilities in Planning Phase Gate Review 
Critical Partners assess completeness of Planning Phase activities, robustness of the plans for the next life cycle phase, availability of resources to execute the next phase, and acceptability of the acquisition risk of entering the next phase. For applicable projects, this assessment also includes the readiness to award any major contracting efforts needed to execute the next phase.  
Enterprise Architecture: Conclude that compliance with Enterprise Architecture has been maintained.
Security: Review the PMP Risk Management Plan accurately establishes that the security and privacy requirements have been identified and planned for. 

Acquisition: Make certain that acquisition activities to obtain contractor support have been completed in compliance with the Project Management Plan. Confirm that detailed activities and timelines for preparing acquisition documents, selecting vendors, and awarding contracts are developed.
Budget: Determine if there is a realistic budget to accomplish all planned work and that the Total Cost of Ownership has been evaluated.
Finance: Ensure that planning for financial management issues has been properly addressed and that interactions with financial systems are planned in compliance with financial standards and regulations.
HR: Find out if required staff development has been documented and planned. 
Section 508: Verify that Applicable Section 508 standards are identified and planned for and that the vulnerability and impact of being non compliant with Section 508 has been included in the overall risk management planning.
CPIC: Determine if the project has been tailored and approvals for any alteration of deliverables and reviews have been obtained and the Project Management Plan Sub-Plans (including the Risk Management Plan) are fully developed.

Performance: Ensure that expected performance benefits are fully defined, that business product deliverables are well-planned, and that funding and resources are allocated. 
Stage Deliverables 

Please rate the deliverables for this Stage from 1 (Poor) to 3 (Excellent)

	Deliverable Name
	Completeness (1-3)
	Accuracy     (1-3)
	Adequacy 

(1-3)
	Comments

	Project Management Plan w/components (Final)
	
	
	
	

	Privacy Impact Assessment (Final)
	
	
	
	

	Project Process Agreement (Final)
	
	
	
	


Mandatory Exit Criteria:

The objective is to determine if the project has finalized project planning and defined initial baselines and requirements to permit outside validation. 
	Exit Criteria
	Pass (P)/      Not Pass (NP) 
	Comment

	The full scope of the project has been adequately described in the Business Case and the high level requirements meet the business need.
	
	

	The Project Management Plan is fully scaled and details all the appropriate components that address the needs of the project. This includes the definition of appropriately scaled reviews and deliverables
	
	

	All Deliverables have been defined. 
	
	

	The Acquisition Plan has been approved by the Contracting Officer and there is obligated money for contract awards. All applicable contract clauses have been considered.
	
	

	The risk limits of the Business Owner have been defined and risks of highest impact have been sufficiently addressed with either mitigation or contingency plans. 
	
	

	Variances from baselines have been identified and mitigated.  [Cost and schedule variances and scope changes are identified, significant variances are explained, and Corrective Action Plans (CAPs) or rebaseline requests are in place as appropriate.] 
	
	

	Investment baselines have been reviewed and revised as appropriate.  [Should this investment continue as-is, be modified, or be terminated based on current knowledge?] 
	
	

	The Project Management Plan and component plans have been reviewed and appropriately updated. [This includes Risk Management, Acquisition Plan, Change Management, Configuration Management, Project Categorization, Requirements Management, Communication Plan, WBS/Schedule, IV&V Planning, Quality Assurance, Records Management, Staff Development Plan, and Security Approach.]
	
	


Suggested Questions
Reviewers will fill in their Role next to relevant questions and comment on observations 
	Role
	Question
	Comment

	
	Are all the activities included in the plan?
	

	
	How were activity estimates derived? 
	

	
	Does the Highest Level/s of the WBS roll up to OMB 300 milestones?
	

	
	Is the lowest level of activity no longer than 80 hours?
	

	
	Is each team member working only on activities assigned in the plan?
	

	
	Are the EVM requirements included in all contracts?
	

	
	Are the appropriate security and privacy requirements included (or there is a plan to include the requirements) in all contracts.
	

	
	Does the contract language include applicable Section 508 requirements?
	

	
	Are contracts competitively awarded?
	

	
	Does the budget contain all the resources required for successful completion of the project? This would include any interfaces with external systems and projects. 
	

	
	Does the schedule appear to be achievable, realistic and address all areas that need to be included in the project?
	

	
	Have performance goals been established and a monitoring mechanism implemented to assure goals are achieved?
	

	
	Do the performance goals align with the purpose of the project/investment as documented in the performance gap addressed in the Business Case?
	

	
	Does the reporting period cover the life cycle of the project/investment?
	

	
	Are performance measures outcome-based, or where appropriate, output-based, and related to the performance gaps the project/investment is designed to fulfill?
	

	
	Are performance measures stated as measures and are they SMART?
	

	
	Are measurement indicators in HEAR consistent with MI in PMT?
	

	
	Is there sufficient number of annual goals to provide an adequate view of the project/investment performance?
	

	
	Have any anticipated potential workforce disruptions, Labor Relations or Employee Relations issues associated with the project/investment been planned for?
	

	
	Have any staffing classification issues such as new position descriptions, grades, etc that are associated with this project/investment been planned for?
	

	
	Have any potential workforce planning issues such as employee development and training, staffing levels, filling skill gaps with contractors, and/or A-76 activities associated with this project/investment been planned for?
	

	
	Have contractor security procedures been developed?
	

	
	Have the applicable security and privacy standards been identified and planned for? 
	

	
	Have the IT security cost for the investment/project been integrated in to the overall cost including (C&A/re-accreditation, system security plan, risk assessment, privacy impact assessment, configuration/patch management, security control testing and evaluation, and contingency planning/testing)?
	

	
	Has identifying and assessing security and privacy risks been incorporated into the overall risk management planning?
	

	
	Does it appear that an increase in security funding is needed to remediate IT security weaknesses?
	

	
	Is it clear when the resources need to start on the project?
	

	
	What needs to be done to bring new resources onto the team?
	

	
	What tools do new resources require?
	

	
	What are the tipping points for the project going off track? Is the communication channel open to the sponsor in this case?
	

	
	Does this project/investment honor the HHS EA principles?
	

	
	Is the WBS based on deliverables or tasks?
	

	
	Are the estimate assumptions clear and up front?
	

	
	Are the applicable Section 508 standards identified and planned for?
	

	
	Are there any difficulties in meeting 508 standards anticipated that do not have mitigation measures planned?
	

	
	Has identifying and assessing the vulnerability and impact of being non compliant with Section 508 been included in the overall risk management planning?    
	

	
	Have any weaknesses been identified by the agency or IG that have not be remediated? Have they been incorporated into the plan of action and milestone process?

	

	
	Have the vulnerabilities of non-conformance to Section 508 standards been identified?
	


Known Issues/Risks

	Risk Description
	Area of Risk
(Communication, Cost, Quality, Schedule, Scope)
	Impact
(High, Medium, or Low)
	Probability of Occurrence (High, Medium, or Low)

	
	
	
	

	
	
	
	


Summary Scoring

	Deliverables

(Total Score between 3-6)
	Exit Criteria

(P or NP)
	Questions

(Subjective P or NP))
	Risk

(Number of High Impact/High Probability)

(2 or more = NP)

	
	
	
	


Recommendations
	Approval Level (check one)
	Explanations, Caveats or Conditions

	Approve
	
	

	Approve with Conditions
	
	

	Discontinue Project
	
	


Governance Forward:

Forwarded to: <IT Governance Organization>
	Signature:
	
	Date:
	

	Print Name:
	
	
	

	Title:
	
	
	


3.4 Stage Gate Review - Requirements Analysis Phase

Project: <Project Name>
Reviewing Body: < Review Body>
Date of Review: <Date of Review>
Name of Reviewer: 
Role in Review: 

Requirements Analysis Review
The Requirements Analysis Stage Gate Review considers whether the project should proceed to the Design Phase.

Responsibilities

Business Owner Responsibilities in Requirements Analysis Review 

The Business Owner participates in the development and elicitation of both functional and non-functional requirements.
End User Responsibilities in Requirements Analysis Review. 

The End Users participate in the development of detail of functional requirement and provide input into non-functional requirements. 

Project Manager Responsibilities in Requirements Analysis Review

The Project Manager is responsible and accountable for the successful planning and execution of the Requirements Analysis Phase.  The Project Manager is responsible for leading the Integrated Project Team that accomplishes the Phase tasks and deliverables.
Integrated Project Team Responsibilities in Requirements Analysis Review
The Integrated Project Team members (regardless of the organization of permanent assignment) are responsible for accomplishing assigned tasks as directed by the Project Manager.
Contracting Officer Responsibilities in Requirements Analysis Review
The Contracting Officer is responsible and accountable for preparing solicitation documents under the guidance of the Project Manager and Head of Contracting Activity.
Critical Partners Responsibilities in Requirements Analysis Review

The Critical Partners provide oversight, advice and counsel to the Project Manager to ensure that the Requirements Document addresses relevant standards. Additionally, Critical Partners provide information, judgments, and recommendations during the Requirements Review. 

Enterprise Architecture: Find out if requirements provide a suitable basis for subsequent design activities and all service components have been appropriately identified. Determine if technologies and other requirements are consistent with the Enterprise Architecture. Identify relevant technical and/or service standards that will apply to or constrain solution design and development activities.
Security: Ensure that an assessment of the required security controls has been completed and determine if requirements reflect alignment with established security standards including the FIPS-199 Categorization and Accreditation Boundary.
Acquisition: Review acquisition planning to ensure it includes necessary requirements analysis, alternatives analysis, and procurement and contract award plans. Ensure that there is sufficient information to make management decisions and evaluate vendor proposals.
Budget: Ascertain if requirements are in accord with investment-level cost baselines established at the end of the Planning Phase or a formal change to the Investment Baselines has been requested.
Finance: Determine if financial management requirements are in accordance with requirements established at the end of the Planning Phase or a formal change to the Investment Baselines has been requested. 

HR: By reviewing an update of the Project Management Plan, ascertain if staffing and organizational requirements have been fully documented.
Section 508: Make certain that the requirements for applicable Section 508 standards have been identified.
CPIC: Determine if the Requirements document contains a traceability matrix that is complete and plans are complete to track technical changes. Establish that the Business Process Models and Logical Data Models are documented at the proper level.
Performance: Determine if the requirements are in accordance with investment-level performance baselines established at the end of the Planning Phase or a formal change to the Investment Baselines has been requested. 
Stage Deliverables 

Please rate the deliverables for this Stage from 1 (Poor) to 3 (Excellent)

	Deliverable Name
	Completeness (1-3)
	Accuracy     (1-3)
	Adequacy 

(1-3)
	Comments

	Requirements Document w/components (Final)
	
	
	
	


Mandatory Exit Criteria:

The objective is to determine if the project requirements have been defined sufficiently to be translated into the Business Product.
	Exit Criteria
	Pass (P)/      Not Pass (NP) 
	Comment

	The initial test plan is defined. 
	
	

	Requirements have been grouped and sufficiently detailed so that they can be tested once the product is developed. 
	
	

	Process and Data Models are defined adequately for product design. 
	
	

	Variances from baselines have been identified and mitigated.  [Cost and schedule variances and scope changes are identified, significant variances are explained, and Corrective Action Plans (CAPs) or rebaseline requests are in place as appropriate.] 
	
	

	Investment baselines have been reviewed and revised as appropriate.  [Should this investment continue as-is, be modified, or be terminated based on current knowledge?] 
	
	

	The Project Management Plan and component plans have been reviewed and appropriately updated. [This includes Risk Management, Acquisition Plan, Change Management, Configuration Management, Project Categorization, Requirements Management, Communication Plan, WBS/Schedule, IV&V Planning, Quality Assurance, Records Management, Staff Development Plan and Security Approach.] 
	
	


Suggested Questions
Reviewers will fill in their Role next to relevant questions and comment on observations 
	Role
	Question
	Comment

	
	Are meetings conducted with the End Users to elicit requirements?
	

	
	Have the major stakeholders provided the business requirements?
	

	
	Has there been agreement by all stakeholders and the business owner on the requirements?
	

	
	What is the single most important requirement for the project?
	

	
	Can the business requirements be grouped into critical, major, minor, and nice-to-have categories?
	

	
	Are there any requirements that appear contradictory, ambiguous or unclear?
	

	
	Is there enough detail in the business requirements for an analyst to write a technical specification?
	

	
	What has been done to ensure that requirements are complete?
	

	
	What has been done to determine the accuracy of the requirements?
	

	
	Are the requirements detailed enough and with enough specificity enough to be measurable?
	

	
	What is the quality assurance process for the business requirements?
	

	
	Are the requirements testable?
	

	
	Are requirements suitable for subsequent design activities?
	

	
	Has the assessment of required security controls been completed?
	

	
	Do the requirements have sufficient information to ensure that acquisition management decisions and vendor proposal evaluations can take place?
	


Known Issues/Risks

	Risk Description
	Area of Risk 
(Communication, Cost, Quality, Schedule, Scope)
	Impact
 (High, Medium, or Low)
	Probability of Occurrence (High, Medium, or Low)

	
	
	
	

	
	
	
	


Summary Scoring

	Deliverables

(Total Score between 3-6)
	Exit Criteria

(P or NP)
	Questions

(Subjective P or NP))
	Risk

(Number of High Impact/High Probability)

(2 or more = NP)

	
	
	
	


Recommendations
	Approval Level (check one)
	Explanations, Caveats or Conditions

	Approve
	
	

	Approve with Conditions
	
	

	Discontinue Project
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3.5 Stage Gate Review - Design Phase

Project: <Project Name>
Name of IT Governance Body: <Review Body>
Date of Review: <Date of Review>
Name of Reviewer:

Role in Review: 

Preliminary Design Review

The Preliminary Design Review (PDR) is a formal inspection of the high-level architectural design of an automated system, its software and external interfaces, which is conducted to achieve agreement and confidence that the design satisfies the functional and non-functional requirements and is in conformance with the enterprise architecture. Overall project status, proposed technical solutions, evolving software products, associated documentation, and capacity estimates are reviewed to determine completeness and consistency with design standards, to raise and resolve any technical and/or project-related issues, and to identify and mitigate project, technical, security, and/or business risks affecting continued detailed design and subsequent development, testing, implementation, and operations & maintenance activities.  This review is one of the four Stage Gate Reviews that cannot be delegated by the IT governance organization.

Responsibilities

Business Owner Responsibility in Design Stage Gate Review

The Business Owner may participate in the Preliminary Design Review. 
IT Governance Organization Responsibility in Design Stage Gate Review
The IT governance organization conducts the Preliminary Design Review to achieve agreement and confidence that the design satisfies the functional and non-functional requirements and is in conformance with the enterprise architecture. 
Project Manager Responsibility in Design Stage Gate Review
The Project Manager is responsible and accountable for the successful execution of the Design Phase.  The Project Manager is responsible for leading the team that accomplishes the phase activities and deliverables.
Integrated Project Team Responsibility in Design Stage Gate Review 
The Integrated Project Team members (regardless of the organization of permanent assignment) are responsible for accomplishing assigned tasks as directed by the Project Manager.
Contracting Officer Responsibility in Design Stage Gate Review
The Contracting Officer is responsible and accountable for preparing solicitation documents under the guidance of the Project Manager and Head of Contracting Activity.
Critical Partners Responsibility in Design Stage Gate Review
The Critical Partners participate in a Design Review to ensure compliance with policies in their respective areas and to make any necessary tradeoff decisions if conflicting goals have arisen during the Design.

Enterprise Architecture: Conduct a formal review of the high-level architectural design to achieve confidence that the design satisfies the system requirements, is in conformance with the Enterprise Architecture and prescribed design standards.

Security: Establish that Security documents (C&A, Privacy Impact Assessment, System of Record Notice, and Computer Match Agreement) are reviewed for completeness and accuracy and that Contingency/Disaster Recovery Plan includes complete procedures, arrangements and responsibilities. Verify that project security risks are identified and mitigation plans are made.

Acquisition: Verify that contracts are being fulfilled according to award or approved changes.

Budget: Guarantee that the budget is sufficient to meet the needs of the project.  Determine if project business risks are identified and mitigation plans are made.
Finance: Guarantee that estimates of project expenses have been updated to reflect actual costs and estimates for future phases. Determine if project business risks are identified and mitigation plans are made.

HR: Confirm that issues related to staffing, workforce, or other HR areas have been addressed. 
Section 508: Establish that any new or further requirements that have been discovered that are necessary to accommodate individuals with disabilities have been added to the Requirements Document and the Design documents. Confirm that there are test cases which incorporate Section 508 standards. 
CPIC: Make sure that the Design is fully documented.
Performance: Determine if project technical risks are identified and mitigation plans are made. Verify that performance goals are agreed upon. 
Stage Deliverables 

Please rate the deliverables for this Stage from 1 (Poor) to 3 (Excellent)

	Deliverable Name
	Completeness (1-3)
	Accuracy     (1-3)
	Adequacy 

(1-3)
	Comments

	Design Document with components (Final)
	
	
	
	

	Computer Match Agreement (Final)
	
	
	
	

	Test Plan (Final)
	
	
	
	

	Contingency Disaster Recovery Plan (Final Draft)
	
	
	
	

	System of Record Notice (Final Draft)
	
	
	
	


Mandatory Exit Criteria:

The objective is to determine if the project has finalized project planning and defined initial baselines and requirements to permit outside validation. 
	Exit Criteria
	Pass (P)/      Not Pass (NP) 
	Comment

	No outstanding concerns among stakeholders regarding design adequacy or feasibility. 
	
	

	Design is adequately documented to allow effective and efficient development. 
	
	

	Contingency/Disaster Recovery plans are adequately documented to provide clear procedures and responsibilities
	
	

	Security Documents are as complete and accurate as possible. 
	
	

	Variances from baselines have been identified and mitigated.  [Cost and schedule variances and scope changes are identified, significant variances are explained, and Corrective Action Plans (CAPs) or rebaseline requests are in place as appropriate.] 
	
	

	Investment baselines have been reviewed and revised as appropriate.  [Should this investment continue as-is, be modified, or be terminated based on current knowledge?] 
	
	

	The Project Management Plan and component plans have been reviewed and appropriately updated. [This includes Risk Management, Acquisition Plan, Change Management, Configuration Management, Project Categorization, Requirements Management, Communication Plan, WBS/Schedule, IV&V Planning, Quality Assurance, Records Management, Staff Development Plan and Security Approach.] 
	
	


Suggested Questions
Reviewers will fill in their Role next to relevant questions and comment on observations 
	Role
	Question
	Comment

	
	Has a formal review of the high-level architectural design been conducted?
	

	
	Does the Design Document provide an overview of the entire hardware and software architecture and data design, including specifications for external interfaces?
	

	
	Does the design include all lower-level detailed design specifications of the Business Product, such as general system characteristics, the logical and physical data model, user interfaces, and business rules?
	

	
	Has the Requirements Traceability Matrix been updated to describe how the system design will satisfy the functional, business, security, and technical specifications in the Requirements Document?
	

	
	Does the design define the release strategy in sufficient detail?
	

	
	Has the design addressed data conversion issues at the appropriate level?
	

	
	Has the interface control been documented?
	

	
	Has the design considered the impact of capacity (e.g., database, hardware) requirements on the implementation? 
	

	
	Have the needs for user, system, maintenance, operations, and business training and/or documentation been considered in the design?
	

	
	Does the design of the system incorporate Section 508 standards?
	

	
	Have all stakeholders, including the end-user community, been kept informed and/or consulted as appropriate during the Design Phase?
	

	
	Does the design introduce the need to modify the Acquisition Plan?
	

	
	Given the proposed design, will the budget be sufficient to meet the needs of the project completion?
	

	
	Does the design align with the Enterprise Architecture Technical Reference Model?
	

	
	Will the design facilitate the accomplishment of performance metrics?
	

	
	Are measurement indicators tailored and show clear line of sight to specific BRM line of business or sub-functions?
	

	
	Do any of the approved change requests for the project require modification in cost, schedule, scope, or resources?
	

	
	If required, has a Computer Match Agreement been finalized to establish conditions, safeguards, and procedures for disclosing data?
	

	
	If an existing Computer Match Agreement involves another Federal agency, has an Inter/Intra-agency Agreement (IA) been prepared?
	

	
	Are the types of tests, the acceptance criteria for those tests, and the manner of testing defined in sufficient detail?
	

	
	Does the test plan define all the types of tests (unit, functional, integration, system, security, performance (load and stress), user acceptance, and/or independent verification) that are to be carried out?
	

	
	Does the test plan describe the roles and responsibilities of individuals involved in the testing process and the traceability matrix?
	

	
	Are the resources needed for the hardware and software environments documented in the test plan?
	

	
	Are all other elements relevant to test planning and execution described in detail?
	

	
	Does the Test Plan include detailed Test Case Specifications that describe the purpose and manner of each specific test, the required inputs and expected results for the test, step-by-step procedures for executing the test, and the Pass/Not Pass criteria for determining acceptance?
	

	
	Have applicable test cases been developed to address Section 508 Standards?
	

	
	Are security control test completion dates for all systems associated with this project/investment within the last 365 days?
	

	
	Does the Contingency/Disaster Recovery Plan include complete descriptions of the strategy and courses of action if there is a loss of use of the established business product (e.g., system) due to factors such as natural disasters or system or security failures?
	

	
	Does the recovery strategy meet stated recovery time and recovery point objectives? 
	

	
	Are backup procedures and responsibilities well-designed and fully documented?
	

	
	Are post-disaster recovery procedures included in the design?
	

	
	Have contingency/disaster recovery plans for all systems associated with this project/investment been tested within the last 365 days?
	

	
	Do all applicable systems associated with this project/investment have publicly posted system of record notices (SORN)?
	


Known Issues/Risks

	Risk Description
	Area of Risk 
(Communication, Cost, Quality, Schedule, Scope)
	Impact
 (High, Medium, or Low)
	Probability of Occurrence (High, Medium, or Low)

	
	
	
	

	
	
	
	


Summary Scoring

	Deliverables

(Total Score between 3-6)
	Exit Criteria

(P or NP)
	Questions

(Subjective P or NP))
	Risk

(Number of High Impact/High Probability)

(2 or more = NP)

	
	
	
	


Recommendations
	Approval Level (check one)
	Explanations, Caveats or Conditions

	Approve
	
	

	Approve with Conditions
	
	

	Discontinue Project
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3.6 Stage Gate Review - Development Phase

Project: <Project Name>
Reviewing Body: < Review Body>
Date of Review: <Date of Review>
Name of Reviewer: 
Role in Review: 

Development Review
The Development Stage Gate Review evaluates whether the project should proceed to the Test Phase. 

Responsibilities

Project Manager Responsibility in Development Review

The Project Manager is responsible and accountable for the successful execution of the Development Phase.  The Project Manager is responsible for leading the Integrated Project Team that accomplishes the Development Phase activities and deliverables

Integrated Project Team Responsibility in Development Review

The Integrated Project Team members (regardless of the organization of permanent assignment) are responsible for accomplishing assigned tasks as directed by the Project Manager.  Part of the IPT should include members from the test and evaluation team as well as from the operations and maintenance team (technical support, vendor support, help desk, operators and Configuration Control Board (CCB)).
Development Team Responsibility in Development Review

Technical personnel that execute projects are expected to follow the EPLC framework and be integral partners in the HHS investment management process.

Critical Partners Responsibility in Development Review

The Critical Partners provide oversight, advice and counsel to the Project Manager on the conduct and requirements of the Development Phase.  
Enterprise Architecture: Determine if approved change requests are compliant with the EA Technical Reference Model and do not negatively impact any dependencies on other systems. 

Security: Make sure that all development plans address safety, security, and privacy concerns.  Validate that the test plan includes explicit testing of security controls and functional capabilities. Confirm that the Systems Security Plan and the Security Risk Assessment address all required topics and that an IV&V Assessment has been conducted.
Acquisition: Conclude that contracts are being fulfilled according to award or approved changes and required assets (e.g., system hardware, COTS/GOTS software) have been acquired according to regulations.
Budget: Verify that the budget is sufficient to meet the needs of the project and project business risks are identified and mitigation plans are made.
Finance: Verify that actual expenses are in accordance with the budget plan.
HR: Ensure that issues related to staffing, workforce, or other HR areas have been addressed.
Section 508: Establish that requirements identified for Section 508 compliance are incorporated into the system.
CPIC: Ensure that EVM is being reported accurately and is within acceptable limits or CAP is in place for remediation.  
Performance: Make sure the Business Product covering the requirements is ready for integration and formal testing. Confirm that Test Plans are complete.

Stage Deliverables 

Please rate the deliverables for this Stage from 1 (Poor) to 3 (Excellent)

	Deliverable Name
	Completeness (1-3)
	Accuracy     (1-3)
	Adequacy 

(1-3)
	Comments

	Test Plan (Final)
	
	
	
	

	Business Product (Final)
	
	
	
	

	Operations &Maintenance Manual (Final Draft)
	 
	
	
	

	System Security Plan (Final Draft)
	
	
	
	

	Security Risk Assessment
	
	
	
	

	Training Plan (Final Draft)
	
	
	
	

	Training Materials (Final Draft)
	
	
	
	

	User Manual (Final Draft)
	
	
	
	


Mandatory Exit Criteria:

The objective is to determine if the code and/or other deliverables needed to build the Business Product have been completed within cost, schedule, and scope guidelines.
	Exit Criteria
	Pass (P)/      Not Pass (NP) 
	Comment

	Business Product satisfies the requirements established and refined during the Requirements and Design Phases. 
	
	

	Test Plan ensures that all test cases will be adequately evaluated and executed, and system tested to ensure requirements are met. 
	
	

	Security plans and risk assessments are complete and in compliance with regulatory requirements. 
	
	

	Variances from baselines have been identified and mitigated.  [Cost and schedule variances and scope changes are identified, significant variances are explained, and Corrective Action Plans (CAPs) or rebaseline requests are in place as appropriate.] 
	
	

	Investment baselines have been reviewed and revised as appropriate.  [Should this investment continue as-is, be modified, or be terminated based on current knowledge?] 
	
	

	The Project Management Plan and component plans have been reviewed and appropriately updated. [This includes Risk Management, Acquisition Plan, Change Management, Configuration Management, Project Categorization, Requirements Management, Communication Plan, WBS/Schedule, IV&V Planning, Quality Assurance, Records Management, Staff Development Plan and Security Approach.] 
	
	


Suggested Questions
Reviewers will fill in their Role next to relevant questions and comment on observations 
	Role
	Question
	Comment

	
	Have the types of tests, the acceptance criteria for those tests, and the manner of testing been finalized?
	

	
	Has test files and/or test data been developed?
	

	
	Have the Test Plan and Test Cases been finalized? 
	

	
	Are new custom-software programs developed, new databases build and/or software components integrated?
	

	
	Has the developer placed code or other deliverables under configuration control and has change control been performed, as needed?
	

	
	Have unit and integration testing been performed by the developer with test results appropriately documented? 
	

	
	Has the developer ensured that all components of the system function correctly and interface properly with other components?
	

	
	Does the Test Plan include evaluation of Performance Metrics?
	

	
	Does the Operations & Maintenance Manual clearly describe the Business Product and the production environment? 
	

	
	Does the Operations and Maintenance Manual provides the operations and support staff, including the Help Desk,  the information necessary to effectively handle routine production processing, ongoing maintenance, and identified problems, issues, and/or change requests?
	

	
	Does the Systems Security Plan describe the security controls, as defined by the National Institute of Standards and Technology that are designed and implemented within the system?
	

	
	Does the Training Plan adequately describe the goals, learning objectives, and activities of the information that is to be provided to stakeholders who use and/or support the Business Product solution?
	

	
	Do the Training Materials include complete and accurate documentation on the deployment of the Business Product?
	

	
	Does the Security Risk Assessment provide a formal risk assessment including the analysis of the security functional requirements and the identification of the protection requirements?
	

	
	Does the security risk assessment include the identification of all threats to and vulnerabilities in the information system; the potential impact that a loss of confidentiality, integrity, or availability would have and the identification and analysis of security controls?
	

	
	Does the User Manual clearly explain how to use the established Business Product from a business function perspective?
	

	
	Does the Business Product that results from the development effort satisfy the established requirements?  
	

	
	If this is a software development effort, does the Business Product include the original source code, the binary executable, and the data repository (ies)?
	

	
	If this is a software development effort, has the developer transformed the logical information documented in the design phase and transformed it into source code?
	

	
	Have necessary infrastructure and associated products been acquired, configured, and integrated?
	

	
	Does the software Business Product also include a Version Description Document that identifies and describes all configuration items that comprise a specific build or release of the Business Product?
	

	
	Have the requirements identified for Section 508 compliance been incorporated into the system?
	

	
	As a result of the Development activities, do any of approved change requests for the project require modification in cost, schedule, scope, resources, or acquisition planning?
	

	
	Has static code analysis been performed to identify security vulnerabilities?
	

	
	Has the Validation Readiness Review been conducted to provide assurance that the software that is about to enter system testing has completed a thorough unit/module/software integration test?
	

	
	Does the Independent Verification &Validation (IV&V) Report adequately document the findings obtained during a specific IV&V Assessment that was conducted by an independent third party?
	


Known Issues/Risks

	Risk Description
	Area of Risk

(Communication, Cost, Quality, Schedule, Scope)
	Impact
 (High, Medium, or Low)
	Probability of Occurrence (High, Medium, or Low)

	
	
	
	

	
	
	
	


Summary Scoring

	Deliverables

(Total Score between 3-6)
	Exit Criteria

(P or NP)
	Questions

(Subjective P or NP))
	Risk

(Number of High Impact/High Probability)

(2 or more = NP)

	
	
	
	


Recommendations
	Approval Level (check one)
	Explanations, Caveats or Conditions

	Approve
	
	

	Approve with Conditions
	
	

	Discontinue Project
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3.7 Stage Gate Review - Test Phase

Project: <Project Name>
Reviewing Body: <Delegated Review Body>
Date of Review: <Date of Review>
Name of Reviewer:
Role in Review: 

Test Phase Review
The Test Stage Gate Review evaluates whether the project should proceed to the Implementation Phase. 

Responsibilities

Project Manager Responsibilities in Test Phase Review

The Project Manager is responsible and accountable for the successful execution of the Test Phase.  The Project Manager is responsible for leading the Integrated Project Team that accomplishes the Test Phase activities and deliverables.
Test and Evaluation Team Responsibilities in Test Phase Review

The Test and Evaluation Team is responsible for Business Product testing and documentation of test results. 

Users Responsibilities in Test Phase Review

Selected users may be required to participate in testing.

Critical Partners Responsibilities in Test Phase Review

The Critical Partners review test procedures and outcomes in their areas. 

Security: Check that the validation tests confirm the security of the Business Product. Penetration tests and vulnerability scans are executed, documented, and any failed components are reworked.
Acquisition: Determine if changes are reviewed to determine if any contract modifications are necessary.

Finance: Conclude that Changes are reviewed to determine the financial impact.
Section 508: Verify that test plan results for Section 508 testing are satisfactory.
CPIC: Determine if the Implementation Plan has a reasonable schedule.
Performance: Determine if Measurement indicators support the performance measures agreed upon and validation tests confirm the performance measures.  Ensure that system functionality is performing as stated and is able to achieve performance goals.

Stage Deliverables 

Please rate the deliverables for this Stage from 1 (Poor) to 3 (Excellent)

	Deliverable Name
	Completeness (1-3)
	Accuracy     (1-3)
	Adequacy 

(1-3)
	Comments

	Implementation Plan (Final)
	
	
	
	

	Test Reports (Final)
	
	
	
	


Mandatory Exit Criteria:

The objective is to determine if the test processes have been executed according to plan and whether the tests verify that the implementation of the Business Product will be successful. 

	Exit Criteria
	Pass (P)/      Not Pass (NP) 
	Comment

	Test plan ensures that test cases will be executed to make certain that requirements are met. 
	
	

	Testing of the Business Product supports the decision to move to the Implementation Phase. 
	
	

	Implementation Plan provides detailed information on the move of the Business Product into production. 
	
	

	Variances from baselines have been identified and mitigated.  [Cost and schedule variances and scope changes are identified, significant variances are explained, and Corrective Action Plans (CAPs) or rebaseline requests are in place as appropriate.] 
	
	

	Investment baselines have been reviewed and revised as appropriate.  [Should this investment continue as-is, be modified, or be terminated based on current knowledge?] 
	
	

	The Project Management Plan components have been reviewed and appropriately updated. [This includes Risk Management, Acquisition Plan, Change Management, Configuration Management, Project Categorization, Requirements Management, Communication Plan, WBS/Schedule, IV&V Planning, Quality Assurance, Records Management, Staff Development Plan and Security Approach.] 
	
	


Suggested Questions
Reviewers will fill in their Role next to relevant questions and comment on observations 
	Role
	Question
	Comment

	
	Has the final Implementation Plan been developed?
	

	
	Does the Implementation Plan describe how the business product will be installed, deployed, and transitioned into the operational environment?
	

	
	As a result of the Test activities and the development of the Implementation Plan, do any of approved change requests for the project require modification in cost, schedule, scope, resources, or acquisition planning?
	

	
	Has acceptance testing been completed and do the outcomes verify readiness for training and implementation?
	

	
	Was a summary report created at the end of the test phases that completely documents the overall test results, including summarizing the test activities and describing variances?
	

	
	Was the identification of unexpected problems and/or defects that were encountered included?
	

	
	Are the test plan results for testing Section 508 satisfactory?
	

	
	Was the validity of Performance Metrics evaluated?
	

	
	Were any applicable additional tests conducted to validate documentation, training, contingency plans, disaster recovery, and installation?
	

	
	Does the Independent Verification &Validation (IV&V) Report verify the test results?
	


Known Issues/Risks

	Risk Description
	Area of Risk
(Communication, Cost, Quality, Schedule, Scope)
	Impact
 (High, Medium, or Low)
	Probability of Occurrence (High, Medium, or Low)

	
	
	
	

	
	
	
	


Summary Scoring

	Deliverables

(Total Score between 3-6)
	Exit Criteria

(P or NP)
	Questions

(Subjective P or NP))
	Risk

(Number of High Impact/High Probability)

(2 or more = NP)

	
	
	
	


Recommendations
	Approval Level (check one)
	Explanations, Caveats or Conditions

	Approve
	
	

	Approve with Conditions
	
	

	Discontinue Project
	
	


Governance Forward:

Forwarded to: <IT Governance Organization>
	Signature:
	
	Date:
	

	Print Name:
	
	
	

	Title:
	
	
	


3.8 Stage Gate Review - Implementation Phase

Project: <Project Name>
Name of IT Governance Body: <Review Body>
Date of Review: <Date of Review>
Name of Reviewer: 
Role in Review: 

Operational Readiness Review

The Operational Readiness Review (ORR) is a formal inspection conducted to determine if the final IT solution or automated system/application that has been developed or acquired, tested, and implemented is ready for release into the production environment for sustained operations and maintenance support.  The IT governance organization cannot delegate this review.

Responsibilities

Project Manager Responsibilities Implementation Phase Gate Review

The Project Manager is responsible and accountable for the successful execution of the Implementation Phase.  The Project Manager is responsible for leading the Integrated Project Team that accomplishes the Implementation Phase activities and deliverables.
IT Governance Organization Responsibilities in Implementation Phase Gate Review 
The IT governance organization conducts the Operational Readiness Review.

Integrated Project Team Responsibilities in Implementation Phase Gate Review

The Integrated Project Team members (regardless of the organization of permanent assignment) are responsible for accomplishing assigned tasks as directed by the Project Manager.
Critical Partners Responsibilities in Implementation Phase Gate Review

The Critical Partners provide oversight, advice and counsel to the Project Manager on the conduct and requirements of the Implementation Phase.  Additionally, they provide information, judgments, and recommendations to the Business Owner and IT governance organization during investment reviews and in support of Investment Baselines.

Enterprise Architecture: Confirm that approved change requests are compliant with the Enterprise Architecture.

Security: Determine if the Authority to Operate, including the System Certification and Accreditation, is complete and System of Record Notice is published. 

Acquisition: Guarantee that the contracts are being fulfilled according to award or approved changes and completed contracts are closed appropriately.
Budget: Ascertain if change requests are reviewed to determine if a new financial analysis is required.
Finance: Ascertain if actual expenses are in accordance with the budget plan.
HR: Find if issues related to staffing, workforce, or other HR areas have been addressed.
Section 508: Establish is implementation has maintained the integrity of Section 508 compliance.
CPIC: Confirm that the project is still within the original scope and that current Implementation Plan is reasonable.
Performance: Confirm that the completed Business Product is operating as expected and is positioned to meet performance targets. 
Stage Deliverables 

Please rate the deliverables for this Stage from 1 (Poor) to 3 (Excellent)

	Deliverable Name
	Completeness (1-3)
	Accuracy     (1-3)
	Adequacy 

(1-3)
	Comments

	Authority to Operate with components (Final)
	
	
	
	

	System of Record Notice (Final)
	
	
	
	

	Business Product (Final)
	
	
	
	

	Project Completion Report (Final)
	
	
	
	

	Service Level Agreements (SLA)  and/or Memorandum(s) of Understanding (MOU)
	
	
	
	

	Contingency/Disaster Recovery Plan (Final)
	
	
	
	

	Operations & Maintenance Manual (Final)
	
	
	
	

	System Security Plan (Final)
	
	
	
	

	Security Risk Assessment (Final)
	
	
	
	

	Training Plan (Final)
	
	
	
	

	Training Materials (Final)
	
	
	
	

	User Manual (Final)
	
	
	
	


Mandatory Exit Criteria:

The objective is to determine if the project has finalized implementation.

	Exit Criteria
	Pass (P)/      Not Pass (NP) 
	Comment

	Business Product ready for production service and notification of the new solution is provided to all users and staff who are affected. 
	
	

	No outstanding concerns among stakeholders regarding implementation. 
	
	

	Security and authorization to operate documents are complete and the system is considered Certified and Accredited
	
	

	Variances from baselines have been identified and mitigated.  [Cost and schedule variances and scope changes are identified, significant variances are explained, and Corrective Action Plans (CAPs) or rebaseline requests are in place as appropriate.] 
	
	

	Investment baselines have been reviewed and revised as appropriate.  [Should this investment continue as-is, be modified, or be terminated based on current knowledge?] 
	
	

	The Project Management Plan and component plans have been reviewed and appropriately updated. [This includes Risk Management, Acquisition Plan, Change Management, Configuration Management, Project Categorization, Requirements Management, Communication Plan, WBS/Schedule, IV&V Planning, Quality Assurance, Records Management, Staff Development Plan and Security Approach.] 
	
	


Suggested Questions
Reviewers will fill in their Role next to relevant questions and comment on observations 
	Role
	Question
	Comment

	
	Has a System Certification, including management, operational, and technical security certifications, ensures compliance with information security requirements been successfully completed?
	

	
	Has the System Accreditation decision resulted in an Authority to Operate (ATO) that has been formally executed by a formal declaration of the Designated Approving Authority (DAA)? 
	

	
	Has formal documentation of Section 508 Certification or Exception been completed? 
	

	
	Has a System Certification, including both security and technical certifications, that ensures compliance with security requirements been successfully completed?
	

	
	Have required corrective actions been initiated on any outstanding documents?
	

	
	Is all publicly posted system of record notices (SORN) for all applicable systems associated with this project/investment up-to-date?
	

	
	Are all required Service Level Agreement(s) (SLAs) and Memorandum(s) of Understanding (MOU) fully executed and in effect, specifying each party's requirements, responsibilities and period of performance including performance guarantees?
	

	
	Has the Operations & Maintenance Manual been updated based on results from the Test Phase? 
	

	
	Has the Systems Security Plan been finalized to describe the security controls, as defined by the National Institute of Standards and Technology that are designed and implemented within the system?
	

	
	Does the Training Plan adequately describe the goals, learning objectives, and activities of the information that has been implemented?
	

	
	Have the Training Materials been reviewed and updated to include complete and accurate documentation on the deployment of the Business Product?
	

	
	Has the Training Program been executed?
	

	
	Does the Security Risk Assessment provide a formal risk assessment including the analysis of the security functional requirements and the identification of the protection requirements?
	

	
	Does the risk assessment include the identification of all threats to and vulnerabilities in the information system; the potential impact that a loss of confidentiality, integrity, or availability would have and the identification and analysis of security controls?
	

	
	Has the User Manual been updated based on the results of the Test Phase?
	

	
	Does the Business Product that results from the development and test efforts satisfy the established requirements?  
	

	
	Have necessary infrastructure and associated products been acquired, configured, and integrated?
	

	
	Is the Version Description Document that identifies and describes all configuration items that comprise a specific build or release of the Business Product in use?
	

	
	Have all necessary data conversion steps been completed?
	

	
	Have any specified periods of parallel operation been completed successfully?
	

	
	Have all stakeholders been notified of the implementation, including information on the schedule, the benefits, the changes, and the impact on end-users?
	

	
	Have code attack simulations using automated scans and penetration testing on pre-production servers been carried out?
	

	
	As a result of the Development activities, do any of approved change requests for the project require modification in cost, schedule, scope, resources, or acquisition planning?
	

	
	Has an accurate Project Completion Report that describes any differences between proposed and actual accomplishments, documents lessons learned, provides a status of funds, and provides an explanation of any open-ended action items, along with a certification of conditional or final closeout of the development project, been developed and have the processes been implemented?
	

	
	Has the Contingency/Disaster Recovery Plan been updated based on results from the Development and Test Phases? 
	

	
	Are backup procedures and responsibilities well-designed and up-to-date?
	

	
	Do all systems associated with this project/investment have a publicly posted privacy impact assessment (PIA)?
	

	
	Has a Post-Implementation Review been conducted?
	


Known Issues/Risks

	Risk Description
	Area of Risk
 (Communication, Cost, Quality, Schedule, Scope)
	Impact
 (High, Medium, or Low)
	Probability of Occurrence (High, Medium, or Low)

	
	
	
	

	
	
	
	


Summary Scoring

	Deliverables

(Total Score between 3-6)
	Exit Criteria

(P or NP)
	Questions

(Subjective P or NP))
	Risk

(Number of High Impact/High Probability)

(2 or more = NP)

	
	
	
	


Recommendations
	Approval Level (check one)
	Explanations, Caveats or Conditions

	Approve
	
	

	Approve with Conditions
	
	

	Discontinue Project
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3.9 Stage Gate Review - Operations & Maintenance Phase

Project: <Project Name>
Reviewing Body: < Review Body>
Date of Review: <Date of Review>
Name of Reviewer: 
Role in Review: 

Operations & Maintenance Phase Review
The Operations & Maintenance Stage Gate Review evaluates whether the project should be released into the full-scale production environment for sustained use and operations/maintenance support.  
Responsibilities

Project Manager Responsibilities in the Operations & Maintenance Phase Review

The Project Manager develops, documents, and executes plans and procedures for conducting activities and tasks of the Operations and Maintenance Phase.  To provide for an avenue of problem reporting and customer satisfaction, the Project Manager should create and discuss communications instructions with the Business Product’s customers.  Project Managers should keep Help Desk personnel informed of all changes to the Business Product, especially those requiring new instructions to users.

Technical Support Responsibilities in the Operations & Maintenance Phase Review

Personnel who provide technical support to the Business Product.  This support may involve granting access rights to the program, setup of workstations or terminals to access the system, and maintenance of the operating system for both server and workstation.  Technical support personnel may be involved with issuing user IDs or login names and passwords.  In a client-server environment, technical support may perform systems scheduled backups and operating system maintenance during downtime.

Vendor Support Responsibilities in the Operations & Maintenance Phase Review

The technical support and maintenance on some programs are provided through vendor support.  A contract is established outlining the contracted systems administration, operators, and maintenance personnel duties and responsibilities.  One responsibility which should be included in the contract is that all changes to the system will be thoroughly documented.

Help Desk Responsibilities in the Operations & Maintenance Phase Review

Help Desk personnel provide the day-to-day users help for the Business Product.  Help desk personnel should be kept informed of all changes or modifications to the Business Product.  Help Desk personnel are contacted by the users when questions or problems occur with the daily operations of the system.  Help Desk personnel need to maintain a level of proficiency with the Business Product.

Operations or Operators Responsibilities in the Operations & Maintenance Phase Review (turn on/off systems, start tasks, backup etc)

For many mainframe systems, an operator provides technical support for a program.  The operator performs scheduled backup, performs maintenance during downtime and is responsible to ensure the system is online and available for users.  Operators may be involved with issuing user IDs or login names and passwords for the system.

Customers Responsibilities in the Operations & Maintenance Phase Review 
The customer needs to be able to share with the project manager the need for improvements or the existence of problems.  Some users live with a situation or problem because they feel they must.  Customers may feel that change will be slow or disruptive.  Some feel the need to create work-arounds.  A customer has the responsibility to report problems, make recommendations for changes to a system, and contribute to Operational Analyses. 

Program Analysts or Programmer Responsibilities in the Operations & Maintenance Phase Review
 Interprets user requirements, designs and writes the code for specialized programs.  User changes, improvements, enhancements may be discussed in Joint Application Design sessions.  Analyzes programs for errors, debugs the program and tests program design.

Configuration Control Board Responsibilities in the Operations & Maintenance Phase Review:  
A board of individuals may be convened to approve recommendations for changes and improvements to the Business Product.  This group may be chartered.  The charter should outline what should be brought before the group for consideration and approval.  The board may issue a Change Directive.

Users Group or Team Responsibilities in the Operations & Maintenance Phase Review

A group of computer users who share knowledge they have gained concerning a program or system.  They usually meet to exchange information, share programs and can provide expert knowledge for a system under consideration for change.

Contract Manager Responsibilities in the Operations & Maintenance Phase Review

The Contract Manager has many responsibilities when a contract has been awarded for maintenance of a program.  The Contract Manager should have a certificate of training for completion of a Contracting Officer’s Technical Representative (COTR) course.  The Contract Manager‘s main role is to make sure that the interests of the Contracting Office are protected and that no modifications are made to the contract without permission from the Contracting Office.

Data Administrator Responsibilities in the Operations & Maintenance Phase Review

Performs tasks which ensure accurate and valid data are entered into the Business Product.  Sometimes this person creates the information systems database, maintains the database’s security and develops plans for disaster recovery.  The data administrator may be called upon to create queries and reports for a variety of user requests.  The data administrator’s responsibilities include maintaining the database’s data dictionary.  The data dictionary provides a description of each field in the database, the field characteristics and what data is maintained with the field.

Telecommunications Analyst and Network System Analyst Responsibilities in the Operations & Maintenance Phase Review

Plans, installs, configures, upgrades, and maintains networks as needed.  If the investment requires it, they ensure that external communications and connectivity are available.

Information Systems Security Officer (ISSO) Responsibilities in the Operations & Maintenance Phase Review

The ISSO has a requirement to review system change requests, review and in some cases coordinate the Change Impact Assessments, participate in the Configuration Control Board process, and conduct and report changes that may be made that affect the security posture of the system
Critical Partners Responsibilities in the Operations & Maintenance Phase Review

The Critical Partners provide oversight, advice and counsel to the Project Manager during the Operations and Maintenance Phase.  

Enterprise Architecture: Confirm that the business product is being operated in accord with Enterprise Architecture guidelines.
Security: Determine if the Authority to Operate, System Certification and Accreditation and Privacy Impact Assessments are reviewed and updated at the appropriate times for continued operation. Ensure that Security documents are updated as necessary in response to continuous testing and monitoring. Confirm that system backups, physical security, contingency planning, and continuous security monitoring and testing are operated in accord with established security controls. 

Acquisition: Guarantee that contracts are being fulfilled according to award or approved changes.

Budget: Determine if modification requests include appropriate justification and cost benefit analysis.
Finance: Ascertain if actual expenses are in accordance with the budget plan.
HR: Verify that issues related to staffing, workforce, or other HR areas have been addressed. 
Section 508: Ascertain that ongoing change requests incorporate requirements for Section 508.
CPIC: Ensure that Operational Analysis is within acceptable limits.

Performance: Confirm service level objectives are being met and that performance measurements and system logs are being maintained. Determine that modifications needed to resolve errors or performance problems are made in accord with change control procedures. Ensure that annual Operational Analysis is performed to evaluate system performance and user satisfaction to verify that risk and performance goals are under control.
Stage Deliverables 

Please rate the deliverables for this Stage from 1 (Poor) to 3 (Excellent)

	Deliverable Name
	Completeness (1-3)
	Accuracy     (1-3)
	Adequacy 

(1-3)
	Comments

	Annual Operational Analysis (Final)
	
	
	
	

	Disposition Plans (Final)
	
	
	
	

	Continued Authority to Operation (Final)
	
	
	
	

	Privacy Impact Assessment (Final)
	
	
	
	


Mandatory Exit Criteria:

The objective is to verify that the Business Product is managed and supported in a robust production environment and to determine whether the Business Product is still cost-effective to operate or if it should be retired. 

	Exit Criteria
	Pass (P)/      Not Pass (NP) 
	Comment

	Annual review of the operation provides a framework for deciding what enhancements or modifications are needed or whether the business product should be replaced or disposed of. 
	
	

	Documentation and the training programs include input from stakeholders. 
	
	

	Variances from baselines have been identified and mitigated.  [Cost and schedule variances and scope changes are identified, significant variances are explained, and Corrective Action Plans (CAPs) or rebaseline requests are in place as appropriate.] 
	
	

	Investment baselines have been reviewed and revised as appropriate.  [Should this investment continue as-is, be modified, or be terminated based on current knowledge?] 
	
	

	The Project Management Plan and component plans have been reviewed and appropriately updated. [This includes Risk Management, Acquisition Plan, Change Management, Configuration Management, Project Categorization, Requirements Management, Communication Plan, WBS/Schedule, IV&V Planning, Quality Assurance, Records Management, Staff Development Plan and Security Approach.] 
	
	


Suggested Questions
Reviewers will fill in their Role next to relevant questions and comment on observations 
	Role
	Question
	Comment

	
	Does the plan for the Annual Operational assessment include a review of the CPIC evaluation and the performance metrics during operation to determine whether the business product is meeting original user requirements and any new requirements or changes?
	

	
	Does the plan provide a means to analyze alternatives for deciding on new functional enhancements and/or modifications to the business product, or the need to dispose of or replace the business product altogether?
	

	
	Does the annual System Re-Certification provide a comprehensive re-evaluation of the management, operational, and technical security controls implemented for an information system to ensure that the system is continuing to operate at an acceptable risk level?
	

	
	Is the annual System Re-Accreditation up-to-date, fully documenting the official management decision to authorize continued operation of an information system?
	

	
	Has the annual Operational Analysis adequately evaluated system performance, user satisfaction with the system, adaptability to changing business needs, and new technologies that might improve the system?
	

	
	Do ongoing change requests incorporate the requirements for Section 508?
	

	
	Do any of the approved change requests for this project/investment require a modification in the financial analysis?
	

	
	Do measurement indicators support the performance measures agreed upon?
	

	
	Are contingency plan test dates for all systems associated with this project/investment within the last 365 days?
	

	
	Is continuous security monitoring of selected controls conducted on an ongoing basis to ensure that maintenance patches and enhancements have not introduced any vulnerabilities? 
	

	
	Have the Operations Manual, Business Case Analysis, and Contingency/Disaster Recovery Plan been updated as required?
	

	
	Is there a well-developed Disposition Plan that addresses how the components of the operating Business Product will be handled at the completion of operations to ensure proper disposition of all the components and to avoid disruption of the individuals and/or any other Business Products impacted by the disposition? 
	

	
	Does the plan include methods for the deliberate and systematic decommissioning of the Business Product with appropriate consideration of records management?
	

	
	Does the privacy impact assessment (PIA) for all systems associated with this project/investment include information on any changes? 
	


Known Issues/Risks

	Risk Description
	Area of Risk
 (Communication, Cost, Quality, Schedule, Scope)
	Impact
 (High, Medium, or Low)
	Probability of Occurrence (High, Medium, or Low)

	
	
	
	

	
	
	
	


Summary Scoring

	Deliverables

(Total Score between 3-6)
	Exit Criteria

(P or NP)
	Questions

(Subjective P or NP))
	Risk

(Number of High Impact/High Probability)

(2 or more = NP)

	
	
	
	


Recommendations
	Approval Level (check one)
	Explanations, Caveats or Conditions

	Approve
	
	

	Approve with Conditions
	
	

	Discontinue Project
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3.10 Stage Gate Review - Disposition Phase

Project: <Project Name>
Reviewing Body: < Review Body>
Date of Review: <Date of Review>
Name of Reviewer: 
Role in Review: 

Disposition Phase Review
A Disposition Review is conducted to ensure that a system/application or other IT situation has been completely and appropriately disposed, thereby ending the lifecycle of the IT project.
This phase-end review shall be conducted again within six months after retirement of the system.  The Disposition Review Report also documents the lessons learned from the shutdown and archiving of the terminated system.

Responsibilities

Project Manager Responsibilities in the Disposition Phase Review

Authors the Disposition Plan and ensures that all aspects of the Disposition Plan are followed.  The Disposition Plan should outline all roles and responsibilities for all actions related to the close down and archive of the system.  

Technical Support or Vendor Support Responsibilities in the Disposition Phase Review

The Disposition Plan may call for the Technical Support Personnel to send system related hardware to a warehouse or may reassign equipment to a new or replacement system.  Technical Support Personnel or Operators may perform the cutoff of users’ access per instructions from the Security Manager.  Technical Support personnel may assist with the archive of the Information Systems data.

Data Administrator Responsibilities in the Disposition Phase Review

The Disposition Plan may direct that only certain Business Product data be archived.  The Data Administrator would identify the data and assist technical personnel with the actual archive process.  The Data Administrator may be involved with identifying data which due to its sensitive nature must be destroyed.  They would also be involved with identifying and migrating data to a new or replacement Business Product.

User Services (Training & Help Desk) Responsibilities in the Disposition Phase Review

User Services includes training, telecommunications, and Help Desk personnel.  The training component coordinates and schedules the development and delivery of all training and facilitates the development of systems training methods and materials.  In this phase, User Services may assist with the retraining of users to facilitate the transfer to a new or replacement Business Product.

Operations Responsibilities in the Disposition Phase Review

Operations interfaces with the computer facility that hosts the Business Product being terminated.  This group also schedules, executes, and verifies production job streams; distributes specified outputs; handles other production control activities; and maintains and monitors centralized mainframe database management system software and runtime environments.  It also acquires, maintains, customizes and tunes operating system software, assesses the affect of new or changed systems upon the operational environments, manages system software capacities, and advises on or arranges accommodation of new application systems.  In this phase, the Operators would assist Technical Support, Security Manager and Data Administrators with the actual archive process.

Security Managers Responsibilities in the Disposition Phase Review

The Security Managers need to make sure that all access authority has been eliminated for the users.  Any users that only use the application should be removed from the system while others that use other applications as well as this one may still need access to the overall system, but not the application being shutdown.  If there is another application that is taking the place of this application, the Security Managers should coordinate with the new Security Managers.

Critical Partners Responsibilities in the Disposition Phase Review

The Critical Partners handle transition reviews in their areas.
EA: Make certain that the system is marked as decommissioned in the Enterprise Architecture and that any dependencies or relationships to the expired system are redirected or similarly expired if no replacement capability exists. Perform impact analysis to determine what changes need to be made to the architecture as a result of the disposition.  This includes impact to any dependent systems.  
Security: Guarantee that access authorities are removed, that data is properly migrated, and that all hardware and data storage devices have been sanitized to ensure no sensitive data is compromised.
Acquisition: Verify that completed contracts are closed appropriately.
Budget: Ascertain that the financial implications of the transition are reviewed for budget impacts.
Finance: Finance: Make certain that final payments to contractors are made; project financial information/status is updated accordingly.
HR: HR: Verify that workforce information is updated, and staff re-assignments are executed.
CPIC: Establish that Lessons Learned have been prepared so that other HHS projects can benefit from them. Ensure that all documentation is complete and archived.
Stage Deliverables 

Please rate the deliverables for this Stage from 1 (Poor) to 3 (Excellent)

	Deliverable Name
	Completeness (1-3)
	Accuracy     (1-3)
	Adequacy 

(1-3)
	Comments

	Project Archives
	
	
	
	


Mandatory Exit Criteria:

The objective is to have an orderly shutdown of the Business Product operation.
	Exit Criteria
	Pass (P)/      Not Pass (NP) 
	Comment

	Data archiving, security, and data and systems migrations are complete. 
	
	

	If appropriate, has the migration of data and the function to a new system been well-planned. 
	
	

	Final phase-end review has been conducted. 
	
	

	The Project Management Plan and component plans have been reviewed and appropriately updated. [This includes Risk Management, Acquisition Plan, Change Management, Configuration Management, Project Categorization, Requirements Management, Communication Plan, WBS/Schedule, IV&V Planning, Quality Assurance, Records Management, Staff Development Plan and Security Approach.] 
	
	


Suggested Questions
Reviewers will fill in their Role next to relevant questions and comment on observations 
	Role
	Question
	Comment

	
	Are the Project Archives that preserve vital information, including both documentation of project execution and the data from the production system, appropriately preserved?
	

	
	Is Lessons Learned included in the Project Archives?
	

	
	Have security objectives, including secure data and system transfer, sanitization and disposal of media, been accomplished?
	

	
	Has the Disposition Plan, including the orderly breakdown of the system, its components and the data within, been followed?
	

	
	Has a final phase-end review been conducted after the system retirement to ascertain if the system and data have been completely and appropriately disposed of?
	

	
	Are completed contracts closed appropriately?
	


Known Issues/Risks

	Risk Description
	Area of Risk
 (Communication, Cost, Quality, Schedule, Scope)
	Impact
 (High, Medium, or Low)
	Probability of Occurrence (High, Medium, or Low)

	
	
	
	

	
	
	
	


Summary Scoring

	Deliverables

(Total Score between 3-6)
	Exit Criteria

(P or NP)
	Questions

(Subjective P or NP))
	Risk

(Number of High Impact/High Probability)

(2 or more = NP)

	
	
	
	


Recommendations
	Approval Level (check one)
	Explanations, Caveats or Conditions

	Approve
	
	

	Approve with Conditions
	
	

	Discontinue Project
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